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Recent days record steep rise in the adoption of artificial intelligence techniques for cyber security and digital forensics 
application global cost of data breach report to be around $3.8milloin considering such huge figure of financial loss, 
applying artificial intelligence techniques could simplify processing of massive volumes of data, maintaining error free 
cyber security, identifying the micro level threats in cyber haystacks, improving cyber threats detection and automation, 
improving the threat detection and response time, tackling advanced hacking techniques, securing authentication and 
many more. This book aims to cover a wide range of areas and application in cyber security and digital forensics where 
artificial intelligence mechanisms and techniques play a major role.
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